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PREFACE

Dear Colleagues,

As president of the ICRC, I consider the security of our staff to be one of
the most important things there is. In 2019, the Assembly set up a special
comrmission to supervise security management.

The environment in which we operate has become particularly difficult:
humanitarian action has become politicized and is often threatened by criminal
acts; there are those who would question the legitimacy of humanitarian
access and weapon bearers are becoming more numerous and decentralized,
often forming secretive networks.

The ICRC is investing in essential capacity-building work so that we can
continue to meet the needs of those who suffer most wherever conflict and
violence reign — in unstable areas where access is difficult, or on front lines.
That includes training staff in access negotiation and in security and crisis
management. It also means enhancing security tools and processes throughout
the organization. These two elements also constitute essential catalysts for the
impact of our humanitarian action and the added value we provide in the field.

SAFE is a valuable reference document, enabling us to better understand both
the risks and the rules and resources available to us. Each of us has a role
to play in ensuring our own safety and that of our colleagues. Be aware of
your operational environment, make sure you know the security regulations
and please do speak up if something is bothering you. By so doing you’ll be
contributing to our response as an organization.

I hope you’ll find this manual useful, and I look forward to meeting you in the
field.

Peter Maurer

ICRC President



INTRODUCTION 7

INTRODUCTION

You're about to start work for the International Committee of the Red Cross
(ICRC), either in your own country or abroad? This manual’s for you. In
general, we’ll use “security” when we’re talking about deliberate acts, such as
attacks and crime, and “safety” when we’re thinking about threats that don’t
involve deliberate acts, such as road accidents, illness and natural disaster.
There won’t always be a clear distinction between the two. You’ll hear your
Francophone colleagues use “sécurité” to cover both “safety” and “security”
and as with much French ICRC jargon, this sometimes spills over into English.

Humanitarian work with the ICRC is not just a job. The ICRC’s mandate will
probably have you working in environments that are unstable, complex,
unpredictable and hence inherently dangerous. It’s always going to be a
challenge — for the ICRC and for you — to create and develop close links with
local communities, so that you can build up their resilience and provide them
with protection and assistance — while staying safe.

HOW THIS MANUAL WILL HELP

This manual is not going to turn you into a security expert. What it will do is
give you the basic tools you’ll need to do your job and reach people in need,
without running unnecessary risks. Its aims are to prepare you to handle the
main threats you’re likely to run into and familiarize you with the ICRC’s
security management philosophy.

In the office, when you’re moving around and when you’re carrying out your
field work, you’ll regularly encounter situations that require you to adapt your
behaviour to stay safe. So this manual focuses on what you can do to protect
yourself. It also underlines how the image the ICRC projects and the way we’re
perceived can affect your security.

This manual aims to get you thinking about how to stay safe and healthy.
It outlines the main threats you’re likely to encounter, provides the tools
you’ll need to react in an informed, methodical and safe fashion, and contains
recommendations as to how to react to immediate danger or a security
incident. The 11 chapters that make up this manual are inter-related, but you
can read each one separately.
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WHO IS THIS MANUAL FOR?

SAFE is aimed primarily at new ICRC staff. Creating a safe(r) working
environment is everyone’s business, so this manual is aimed just as much
at drivers, engineers, logistics specialists and nurses as it is at delegates or
administrators. We’ve designed it to cover everyone’s needs, but of course
the types of threat you encounter, how vulnerable you are and the level of
responsibility you carry will depend on the job you’re doing. This means that
some of the topics in this manual may not be relevant to you. Some will apply
more to staff working in a new context, living in ICRC residences — perhaps
with their families — and who therefore come under the ICRC’s responsibility
even outside working hours. Some readers will be working in relatively
stable situations, whereas the issues this manual covers arise mainly where
there’s armed conflict or violence. (By the way, this manual uses “conflict
and violence” as shorthand for the more formal “armed conflicts and other
situations of violence”.) But some points apply anywhere, anytime: how to
behave, how to analyse your working environment, how to be safe in ICRC
buildings, how to protect yourself against criminals, how to prepare a field
trip, how to carry out your activities and how to react to a security incident.
It’s up to you to know which topics directly concern you.

GUIDELINES, TO BE APPLIED WITH COMMON SENSE

The information and recommendations in this manual are general. They don’t
cover every situation you could possibly encounter. We’ve done our best to give
you the most useful advice, based on ICRC field experience. This manual also
draws on specialist publications and other security manuals for humanitarians.
Please see the bibliography at the end.

Some situations require you to do or not do certain things, e.g. you must never
touch a mine and you must always wear your seatbelt. But in most cases,
you’ll need to adapt your behaviour to the circumstances. Applying certain
recommendations blindly, without taking account of the context, could be
inappropriate or downright dangerous. So please interpret all the advice in
this manual as setting out the approach you should adopt in order to resolve a
problem in general. Use your common sense and judgement!
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CONSULT OTHER SOURCES

The ICRC always tries to balance its operational aims with its responsibility
towards its staff. The aim is to reach people affected by conflict and violence
so we can help them, while preserving your physical and psychological well-
being. As part of its duty of care, the ICRC is continuously developing new
systems to ensure the safety of its staff, with the support of a dedicated
centre of expertise. That duty of care applies to our national and international
personnel at HQ and in the field, people accompanying our staff who are
recognized by the ICRC, and operational partners under contract (personnel
seconded to the ICRC and external partners involved in ICRC operations,
including those of the International Red Cross and Red Crescent Movement).

To work safely, you should read this manual in conjunction with other ICRC
documents: The Code of Conduct, general instructions, instructions linked
to your field of activity, security regulations applicable to the region where
you work, etc. This manual is not prescriptive, and it doesn’t replace those
documents. However, it is a useful complement to training, regular briefings
on your working environment and advice from your management as to what
constitutes appropriate behaviour.

This manual is available to other humanitarian organizations, but it doesn’t
set out to tell them what to do and it doesn’t promote a set of standard security
regulations.
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TEN RECOMMENDATIONS

Following these ten recommendations should enable you to do your job safely:

1. Take an interest in the context where you work. Not understanding
your environment is like heading into unknown territory without a map:
you won’t be able to anticipate problems. You need to get to know
the culture of the country where you work and the issues at play there.
This means taking an interest in the history of the region, its traditions
and its social, economic and cultural aspects. That will help you work
out how to behave and recognize the red lines you mustn’t cross. It will
also enable you to identify the threats that exist in your region and take
the necessary precautions.

2. Be respectful. Don’t try to impose your vision of the world on others.
Never underestimate the effect on your security of the image
that you project, both at work and elsewhere. An arrogant attitude,
a rude comment or a breach of local morals can cause offence
and misunderstandings, with disastrous consequences. If you want people
to accept your presence and your work, you’ll have to show them respect,
by adapting your behaviour to local customs and traditions.

3. Listen and observe. Do you get the impression there are fewer people
in a particular street or market than usual? Has a local resident advised
you to avoid a particular route? Is your colleague unhappy about crossing
a particular part of the city? Can you hear shooting in the distance?
Listening and observing are essential elements of security. What looks
like a minor detail could be a sign of imminent danger. Paying attention
to what’s going on around you will help you recognize precursors
of a threat, anticipate and avoid certain risks and quickly find the safest
refuge in case of danger. It may take you a while to get used to observing
and listening constantly, but you’ll be surprised how fast it becomes
a habit.

4. Take the initiative. Any security management system is open
to improvement and will require continuous adaptation. In the rush
to get things done, it’s quite possible that no-one will think to brief
a staff member on everything they need in order to stay safe. Whatever
your job, take the initiative, and don’t hesitate to consult your boss
and your colleagues regularly, and to tell them about any worries
or concerns. Taking advantage of everyone’s knowledge and points
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of view will help you contribute to creating a safer environment
around you and gradually acquire the right habits. In the same way,
it’s in everyone’s interest that you report any weaknesses or breaches
in the security system, and any security incident of which you may be
a victim or a witness.

5. Obey the security regulations. Has the ICRC decided that some routes
are dangerous and declared them out of bounds? Is it forbidden to take
pictures of military installations? Does your job require you to follow
particular procedures? The ICRC has drawn up security regulations.
They’ve been compiled in the interests of all — not to make your
life difficult! Some of them apply throughout the world, such as
the Code of Conduct. Others reflect local conditions and are based
on a joint assessment of the risks, such as the security regulations
and the procedures to follow in case of a security incident. Make sure
you know them. Trust the people who wrote them. And apply them!

6. Be rigorous. Different people have different perceptions of danger.
Someone who’s grown up in a region prone to violence and danger may
be less inclined to see a situation as dangerous. Conversely, someone
from a more stable region may see danger where there’s none, with
the risk that they take unnecessary precautions and are permanently
on their guard. So it’s important that you behave in accordance with
the security regulations that apply to your duty station. If you have
to take a rapid decision, with no time to consult your colleagues
or your boss, try to weigh the pros and cons of the action you’re
considering, balancing the intended humanitarian effect against
the risks to you, your colleagues and the organization, always respecting
the principle of “do no harm”. In case of doubt, it’s better to err
on the side of caution rather than be a hero.

7. Plan and prepare carefully. You haven’t enquired about recent
security-related events in the region? You haven’t asked for
the opinions and support of the communities you’re aiming to help?
No-one’s bothered to check that the vehicles you’re going to use are
properly equipped and the radios are working? Experience has shown
that mistakes like these can have serious consequences for your safety
and that of your colleagues. Taking time to properly plan and prepare
each field trip and each activity will greatly reduce the risk of a security
incident.
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8.

10.

Think about what you publish on social media. Some threats are

visible, others less so. In our increasingly connected world, the image
you project online can affect your security. Expressing your personal
opinions may offend those who don’t share them. Advertising the details
of your private life may tarnish the image of the organization. And any
information you share online is liable to be used by others, against you

or the ICRC. So before you publish anything, ask yourself whether it could
cause problems later.

. Use your common sense. Every situation is different, because it occurs

in a specific context. Ultimately, you’re the person best placed to decide
on the safest approach. When you perceive a threat, trust your judgement
and common sense.

Look after yourself. You’re not taking time to eat properly? You drink
water that’s actually not fit to drink? You don’t take enough time to rest
and recuperate? Your health and your security are inseparable. You must
look after your physical and mental health. And you must dare to ask for
help when you need it. Finally, solidarity is the basis of all humanitarian
activity and will be a valuable asset to you in your work. Your colleagues
are there to support you, and they expect the same of you.
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The boiling frog

It’s sometimes said that if you drop a frog into boiling water, it will
immediately jump out, whereas if you place it in cold water and then
gradually bring it up to boiling point, it won’t notice until it’s too late.
The frog’s survival instincts only kick in when things change suddenly.

So see this as a metaphor of the way you could put yourself in danger.
You must be on the alert not only for sudden shifts, but also for gradual
changes in your surroundings. You must consider not just the visible,
easily identifiable threats, but also those that are less apparent. Never
get used to living with danger. If you do, you’ll unconsciously increase
your tolerance to it. And one day, you’ll pay the price.
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1. KNOW YOUR WORKING
ENVIRONMENT

The complex and often unpredictable environments in which you will work
bring many security management challenges. Understanding the threats will
help you understand why security has to be one of your priorities.

This chapter will look at the main security aspects of the places where the
ICRC works and the principles that guide our action. We shall then discuss
the ICRC’s approach to field security and how difficult but essential it is to be
accepted by those with influence — and by the population — if we’re to help
people effectively.

11 A COMPLEX ENVIRONMENT

The nature of armed conflict and the context in which you’ll be operating have
changed considerably in recent decades, bringing unprecedented challenges
for humanitarian organizations. One of those is maintaining close contact with
affected communities and helping them safely.

Current trends:

» There are more armed conflicts, and they’re getting bigger. There are
currently almost 100 armed conflicts, involving 60 states and about
100 non-state armed groups. While the number of conflicts between
states (international armed conflicts) has remained stable over the past
20 years, the number of internal (non-international) armed conflicts
has more than doubled, from fewer than 30 to more than 70.! In many
countries, several conflicts are underway simultaneously. Violence
doesn’t stop at the border either — it spills over into neighbouring
countries, often destabilizing entire regions. Some conflicts go global,
with the added risk of affecting the digital realm through cyber
operations. These in turn could disrupt essential services and the work
of humanitarian organizations.

1 These figures are based on the ICRC’s legal categorization of conflicts. They are for
guidance only and don’t claim to be precise statistics of reality in the field.
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Community- and identity-based violence are on the increase, as are
protest movements — some of them violent, others repressed violently.
The world is becoming more unstable. This is causing systemic,
long-lasting dysfunctioning in the countries affected, accentuating
inequality and vulnerability and forcing people to move, resulting

in large-scale humanitarian crises.

International Non-international Other situations
armed conflict? armed conflict of violence
- Conflict between two - Conflict between - Collective violence that
or more states government forces and has not reached the level
- Occupation (when non-state armed groups of an armed conflict
a territory effectively - Conflict between armed
falls under the authority groups
of enemy forces)

- Increasingly fragmented conflicts. The increase in the number of armed
conflicts has been accompanied by an increase in the number of weapon
bearers, both among states and in the form of non-state armed groups.
More conflicts involve multiple belligerents today than in the past. Some
situations may involve several dozen armed groups, many of them only
loosely structured and hence more difficult to identify. Many states are
intervening in internal conflicts, especially as part of coalitions and
partnerships. Most of these operations are directed against jihadist groups.

» Weapon bearers increasingly turning to crime. The distinction between
armed groups and criminal gangs is becoming increasingly blurred, and
conflict-related violence often blends with that of organized crime. Such
violence is also encouraged by the huge amounts of money to be made
from war and by the exploitation of ethnic and religious differences
for political ends. In regions where all forms of authority have been
seriously weakened — be it political, traditional or social — we are seeing
the emergence of groups with purely criminal intentions, answerable
to no established authority and appearing to operate completely
independently. Their actions make it even harder to understand the
context and the power dynamics, and that affects security management
for humanitarians.

2

N. Melzer, International Humanitarian Law: A Comprehensive Introduction, coordinated
by Etienne Kuster, ICRC, Geneva, 2018: https://shop.icrc.org/international-

humanitarian-law-a-comprehensive-introduction-pdf-en.



https://shop.icrc.org/international-humanitarian-law-a-comprehensive-introduction-pdf-en
https://shop.icrc.org/international-humanitarian-law-a-comprehensive-introduction-pdf-en
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- Long-distance warfare. Some states are making increasing use
of technological proxies,? or operating via armed groups, rather than
getting involved in hostilities themselves. This enables them to maintain
a physical distance from the battlefield and avoid the internal cost
of deploying their own troops. Increasing use of cyber warfare,
remote-controlled technologies such as surveillance and attack drones
and the development of autonomous weapon systems are helping
to dehumanize the enemy and causing large numbers of civilian victims.
This too poses a threat to humanitarians.

- International humanitarian law still being ignored. While the value [ .44 |
of IHL is recognized in international forums and military doctrine, many
belligerents continue to ignore its provisions to an extremely worrying
degree. The increasing number of internal conflicts — many of them
asymmetric, the increasing number of entities resorting to violence and
developments in methods of warfare are coinciding with serious attacks
on people who are not or are no longer participating in hostilities, and
such attacks generally go unpunished. We’re thinking here of deliberate,
indiscriminate attacks on civilians; sexual violence; attacks on hospitals,
health personnel and patients; torture and ill-treatment; extra-judicial
and summary executions and hostage-taking. All of these are causing
extreme suffering. Again, this situation poses a threat to the safety
of humanitarian workers.

- Towns and cities especially hard-hit. Urbanization is continuing,
with towns and cities now home to more than half the world’s
population. Conflicts in urban environments cause large numbers
of civilian casualties, destroy communities and lead to mass population
movements. Belligerents are using explosive weapons that have
wide-area effects in densely-populated areas, with disastrous
consequences for civilians. The destruction of such essential
infrastructure as electricity and water systems has a domino effect
on other services. Conflict creates needs that are all the more acute
because so many public services are degraded or absent. Experience
shows that people in towns and cities are more dependent on basic
services than those living in rural areas. This means that they’re
even more vulnerable when those services stop functioning.

3 A. Krieg and J-M. Rickli, “Surrogate warfare: The art of war in the 21st century?”,
Defence Studies, Vol. 18, No. 2, January 2018, pp. 113—130.
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- Long-running conflicts. In most places where conflict occurs,

the authorities are unable to provide basic services and infrastructure

is seriously degraded, to the point that it can no longer meet people’s
needs: public order, health, education, food security, water, electricity ...
every sector is affected. These conditions can easily lead to a general
collapse of society. They make people more vulnerable, contribute

to general instability and generate repeated cycles of violence.

The boundaries between periods of peace and of war are becoming
increasingly blurred. Conflicts are becoming longer, and consist

of periods of violence alternating with episodes of fragile peace.

The effects of climate change. Many communities affected by violence
are also affected by natural disasters. They’re feeling the full force

of environmental damage and global heating: pollution, prolonged
droughts, torrential rain, floods, cyclones and other disasters.

All of these undermine their environment. While these extreme
phenomena are not new, their frequency and the way they have built up
over recent decades is becoming a major problem in humanitarian terms,
especially as regards health and nutrition. They deplete the resources
available, exacerbate vulnerability, lead to displacement and accentuate
pre-existing violence. Of the 20 countries most vulnerable to the effects
of climate change, 13 are also experiencing conflict.#

Perception and instrumentalization of humanitarian agencies. The way
people see humanitarian agencies has changed considerably. Some are
accused — rightly or wrongly — of influencing conflicts, or of serving
the interests of their countries. Access for humanitarian workers

in the field is also contested by some non-state entities, which question
or even reject the very principle of humanitarian action. Some states
interpret their sovereignty in absolute terms, claiming that sovereignty
means control over humanitarian aid and taking issue with the neutral
and independent approach to the giving of aid that many organizations
demand - including the ICRC. Some political entities are tending

to instrumentalize humanitarian organizations and integrate them

into their political and military strategies. Another dubious practice

is the imposition of political or social preconditions on the delivery

of aid, which inevitably marginalizes certain communities.

A

Notre Dame Global Adaptation Initiative, ND-GAIN Country Index, University of Notre
Dame: https://gain.nd.edu/our-work/country-index.


https://gain.nd.edu/our-work/country-index
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From the above, it is clear that conflict
is forever changing. This results in The complex and often unpredictable

new challenges in terms of operations ~ €nvironments in which you will work
mean that you’ll never be totally safe.

As a humanitarian professional, you
must therefore be cautious and be
prepared to challenge yourself.

and security, requiring humanitarian
organizations — including the ICRC —
to modify their ways of working and
their approach to security. We will
never be able to say that we have secured once and for all the right to protect
people affected by conflict and violence. New technologies in the fields of
information, data management and satellite observation will also change both
the nature of conflict and people’s perceptions and expectations regarding
humanitarians.

1.2 ARE THE THREATS TO HUMANITARIANS
INCREASING?

But does the transformation of our operational environment really mean that
the humanitarian profession has become more dangerous and that attacks
targeting humanitarian workers have become more frequent? The concerns
underlying such questions are justified, but the analyses available reveal a
more nuanced situation and don’t provide a clear “yes” or “no”. In fact, the
number of humanitarians killed, wounded or kidnapped doesn’t appear to
have increased significantly world-wide in the last 15 years. Furthermore, the
majority of serious incidents have taken place in a limited number of contexts.5

It’s sometimes difficult to put figures on the current situation, because many
international organizations have pulled out of regions they consider too
dangerous, or else have adopted other ways of working, such as delegating
their operations to other entities in the field or operating exclusively with
armed escorts. On the other hand, there are many more organizations today
than there used to be, which means that more people are exposed to danger.®
Improved collection of security incident information by humanitarian
organizations may also be influencing the statistics.

5 A Stoddard etal., Aid Worker Security Report: Figures at a Glance 2020, Humanitarian Outcomes,
2020: https://www.humanitarianoutcomes.org/publications/AWSDfigures2020.

6 According to The State of the Humanitarian System (ALNAP, 2018), there were approximately
569,700 humanitarians in the field in 2017, compared with approximately 450,000 in
2013.
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But whatever the statistics may say, humanitarian organizations are facing
a worrying lack of security, especially in certain theatres of operations. The
blending of criminal gangs and armed groups, and the lack of respect for IHL
shown by both state and non-state actors, are resulting in deliberate attacks
on humanitarians. There is nothing new about this, but it does seem to be on
the increase in certain countries.

1.21 WHAT ABOUT THE ICRC?

Being present in the field and maintaining proximity to parties to conflict
— and to people in need — form the core of the ICRC’s operational identity.
This means we often work where other organizations have pulled out, or were
never present in the first place. ICRC personnel are therefore more exposed
than those of other organizations. We’re continually increasing the number of
personnel in the field to meet the needs, which also increases the statistical
probability of security incidents.

Over the last 25 years, a number of ICRC employees have been killed in attacks
targeting the organization, or following kidnappings. Every time this happens,
it raises some painful questions about what we could have done to prevent it.
It also raises the question of how we adapt the way we manage security to new
threats, with the aim of preventing such incidents.

Global trends give no more than a very general impression of the reality. We
have to analyse every incident separately, to understand whether it could have
been prevented and what can be done to make sure it doesn’t happen again.
Every security incident is one too many. For the ICRC, improving staff safety is
a top priority. Under our duty of care, we do all we can to enable you to work
safely.
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1.3 THE ICRC AND THE MOVEMENT

1.3.1 THE INTERNATIONAL RED CROSS
AND RED CRESCENT MOVEMENT

STER The ICRC is one of the components of the International Red Cross
and Red Crescent Movement (hereafter “the Movement”), which
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also comprises the 189 National Red Cross and Red Crescent
ICRC Societies (“the National Societies”) and the International
Federation of Red Cross and Red Crescent Societies (“the International
Federation”). The ICRC, the International Federation and the National Societies
are independent entities. Each has its own statutes, and no component has
authority over the others.

+ Co The National Red Cross and Red Crescent Societies help their

respective governments carry out humanitarian activities. They
provide a wide range of services, from emergency response to health and social
services. In time of war, the National Societies help the civilian population and,
if necessary, support military medical services. One of their great strengths is
that they have an extensive network of volunteers. These volunteers are drawn
from their communities and are hence part of them. Under the Principles of
the Movement, there can only be one National Red Cross or Red Crescent
Society in any given country. It must be open to all and must work throughout
the country.

The ICRC works closely with the National Societies; they are our key partners.
We benefit from their professional skills, their deep understanding of the
local context and culture and their knowledge of local languages. In the field,
the ICRC carries out many programmes (such as restoring family links) in
conjunction with or via the host National Society. National Society volunteers
also participate in some of our programmes, especially in the area of assistance.

The International Federation of Red Cross and Red Crescent
+ C Societies is the umbrella organization of the National Societies.
| FRC Its role is to facilitate and enhance their humanitarian response.

In particular, it helps them prepare for and react to disasters and
health emergencies. The ICRC is another of the ICRC’s key partners, especially
when a natural disaster occurs in parallel with a conflict.
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1.3.2 THE HUMANITARIAN PRINCIPLES

The four principles that guide the ICRC’s work

The Movement has seven Fundamental Principles (humanity, impartiality,
neutrality, independence, voluntary service, unity and universality). Of these,
the first four guide the work of the ICRC. The last three — voluntary service,
unity and universality — apply more to the other Movement components,
including the National Societies.

Humanity and impartiality are essentially ethical principles. They form the
philosophical heart of humanitarian action. Humanity is related to relieving
suffering, saving life and preserving dignity. Impartiality encompasses the
notions of non-discrimination and proportionality. Discrimination is permitted
only on the basis of an objective analysis of the urgency and severity of need.
Neutrality and independence are strategies, or means to achieving the first
two principles. They are ways of acting that enhance both access to people in
need and political acceptance of humanitarian action.

Theoretically, these four principles of humanitarian action are pretty easy to
understand. The principles themselves are rarely disputed, even in terms of
cultural universalism. In practice, they pose a number of problems and dilemmas.
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Humanity seems obvious but is hard to

define. Fundamentally, humanity addresses ~ Humanity is one of the core

the universality of human suffering. It also 'values of hgmamtar an

underpins the central idea of humanitarian ~ Action. Observing the principle

law, which is to limit the use of violence and of humaﬁzt.y me?”s cultivating
o . . proximity, dialogue and

not inflict unnecessary suffering. Humanity ) .

. . ¢ tecting Deoble’s compassion. This allows us to go

1 noF Just a mat.ter ot pro gp p. beyond the technical, and place

physical well-being, but also of preserving the individual at the centre

their dignity and listening to their hopes and of our work.

dreams. Paradoxically, humanitarian aid

can dehumanize the very people it is aiming to help. Recognizing our common

humanity definitely does not mean treating people as a mass, ignoring their

culture and identity and seeing only their needs. To do so would be to deny

their humanity.

The idea of impartiality is often the most difficult to put into practice. When
groups clash, impartiality runs up against the notion of subjective justice.
“Why help our enemies, when they’ve done us so much harm?” The idea that
all victims are equal is easy enough to accept in moral terms, but there’s a
tension between that and the reality of conflict,
Respecting the principle with its emotions, memories of past crimes and
of impartiality, and taking  hostility between the different sides. It’s always
time to explain it, difficult to justify “asymmetric” aid, i.e. helping

with concrete examples, one group rather than another, even when it’s
can avoid dangerous based on a thorough analysis of need. The point
misunderstandings . is, impartiality doesn’t mean providing exactly
the same humanitarian response to both sides. Impartial action is the main
source of friction and incomprehension in the field. While those who write
the rules believe that the only legitimate aim of war is to destroy military
objectives and capture territory, in practice it often has a punitive element,
especially during internal conflicts.

The principle of neutrality, which effectively
means adopting an apolitical approach, clashes  Taking one side or another
with the interpretation of humanitarian actionby ~ ~ 0r giving the impression
that you’re doing so — may
cause you to be rejected
and expose you to major
security problems.

external entities and is difficult to communicate.
The positions that the ICRC adopts, the nature of
our action and the words we use are all inspired
by a wish to maintain an equal distance from all
sides. There is always a risk that parties to a conflict will politicize and distort
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humanitarian action. When they do, this can have very negative effects in the
field, especially as regards security. Humanitarian action is never conducted in
a political vacuum; it’s subject to many kinds of pressure and many attempts to
subvert or imitate it.

Independence gives humanitarian action a degree of credibility. The
ICRC tries never to allow its actions to be dictated by political or financial
interests, be they those of states,

of donors or of pressure groups. In Ifyou give the impression that you’re

the field, independence includes jocpding the interests of a particular
evaluating needs without pressure or group or state, rather than aiming

interference. to serve the population, you may be
putting yourself in danger.
A daily challenge
Applying these principles has a cost: it requires negotiations and efforts which
take time, and which run counter to the idea of pure efficiency. It would be
easier and more “efficient”, in the usual sense of the word, to only work in
government-controlled areas or areas where it’s easy to reach those in need.
But that would run contrary to the ICRC’s principles, mandate and approach,
which must always be to get alongside all affected communities so as to be able
to help them. This search for proximity — and hence for access — is a challenge
not only logistically but also, in many cases, in terms of security.

Furthermore, humanitarians are subject to ever-increasing pressure. Some
states attempt to limit the freedom of humanitarians to act, and try to control
their work. They may do this by imposing highly restrictive administrative
measures, or through anti-terror legislation. Such measures sometimes call
into question the very notion of independent and impartial humanitarian action,
such as when they specify that certain populations in need are not allowed to
receive assistance because they are seen as supporting a terrorist movement,
or that certain types of action are to be given priority over others. By remaining
faithful to the principle of making no distinction between the people we help
on the basis of nationality, race, religion, social status or political affiliation,
the ICRC inevitably exposes itself to all sorts of dissatisfaction, which we have
to manage every day, at every level of the organization. If we don’t, we’re
likely to suffer the consequences in terms of security.
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When principles are maltreated

Nowadays, most humanitarian agencies — including those that form part of
the UN system — would claim to follow these principles. Interpretations vary,
however, as do the ways in which organizations apply the principles in practice.
For certain organizations, such principles are more of a political fig-leaf than
a guide. Applying and talking about the principles in such different ways
tends to discredit the whole humanitarian sector. And indeed, it’s difficult to
distinguish those organizations that are genuinely trying to align their actions
with these principles from those for whom they are little more than rhetoric.

It would therefore be a mistake to believe that applying the principles of
humanitarian action is going to make you accepted and keep you safe, especially
given that some entities are opposed to the very idea of humanitarian action.

1.3.3 THE EMBLEMS

The red cross and red crescent emblems are among the most widely recognized
and respected symbols in the world. While they primarily represent the
protection granted to the medical services of the armed forces, they’re also the
symbols of the neutral, impartial and humanitarian action of the components
of the Movement.

Article 44.3 of the First Geneva Convention gives the ICRC and the International
Federation the right to use the emblem under all circumstances, which gives
us an important degree of flexibility; the National Societies can only use the
emblems indicatively, or protectively when they are carrying out medical
activities in support of the armed forces during armed conflict.

Using the emblems protectively or indicatively

Using the emblem for protection requires a greater degree of visibility than does
indicative use. Protective use of the emblem is, in principle, limited to armed
conflict and specific activities — medical in particular. Any deliberate attack on
a person, object or building displaying the protective emblem constitutes a war
crime under international law. As there may also be a need for visibility under
other circumstances, such as when large numbers of people are gathered, it’s
considered acceptable to use a large emblem to enhance visibility.
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At other times, however, the emblem must be small, and is used purely for
indicative purposes. It identifies a person or an object as belonging to one
of the components of the Movement. Under such circumstances, the logo of
the organization must be used, and that logo must include the name of the
National Society, of the ICRC or of the Federation.

Important: Using the emblem in its protective role is no guarantee of protection.
The attitudes and behaviour of all concerned will affect — for better or for
worse — the way the ICRC is seen by the population and the parties to the
conflict, and the credibility and legitimacy of the emblem itself.

The rule of 400
Distance and visibility:

- An emblem measuring 1 m x 1 m is visible at 400 m,a2mx2m
emblem is visible at 800 m, etc.

- A tabard displaying the emblem is visible at up to about 200 m.

- The emblems on your vehicle are visible at up to about 400 m.

- For an aircraft at an altitude of 4000 m to be able to see an emblem
on a roof, under good conditions, the emblem needs to measure at
least 10 m x 10 m. The Swiss army established these figures during
tests they carried out at the request of the ICRC in August 2000.



The rule of 400
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1.3.4 WHY IS CONFIDENTIALITY SO IMPORTANT?

Confidentiality is in our DNA. And it’s enshrined in Doctrine 58. It’s an essential
tool for getting our job done and it helps preserve your safety, that of your
colleagues and that of everyone you come into contact with. Confidentiality
stems from the principles of neutrality and independence. It means protecting
the information in your possession.

Confidentiality is a key that opens doors that would otherwise remain closed.
It will allow you to talk to weapon bearers who probably wouldn’t want to
discuss things like alleged breaches of IHL and other humanitarian issues if
they thought that what they said could be used against them, fall into enemy
hands, become public or be used in legal proceedings. People might well refuse
to give you information essential to your security if they aren’t certain that
what they say will remain confidential.

In the absence of confidentiality, you simply won’t be able to go to some
places. Only if people trust you will you be able to safely reach populations
where there’s conflict or violence, or visit prisoners. Confidentiality helps
ensure that colleagues who are nationals of the country where they operate
don’t suffer reprisals because of their humanitarian work. It also protects the
people the ICRC seeks to help.
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The ICRC enjoys certain privileges and immunities, which protect the
confidential information in our possession. The exact legal protection in this
area varies from one country to another.

Duty of discretion

Failure to maintain confidentiality can put people in danger and form a major
obstacle to cooperation between you and the entities you encounter in the
field. The duty of discretion is one of your duties!

What is the “duty of discretion”?

The duty of discretion is an obligation similar to professional secrecy.
Chapter IV of the Code of Conduct goes into more detail. It means that
you must keep all information you obtain in the course of your work
confidential, not only while you’re under contract to the ICRC, but
also afterwards. You’re not allowed to give evidence as part of legal
proceedings regarding anything you’ve come to know as part of your
work, without obtaining the explicit authorization of the ICRC in advance.

It’s not always easy to distinguish between what is confidential and what isn’t.
For instance, your opinion on the quality of dialogue with the authorities,
your personal observations regarding conditions of detention in a prison,
the location of combatants, your telephone conversations with military
commanders or the contents of your discussions with the various entities are
all information which, if you were to divulge it, could cause major problems.
On the other hand, there’s no problem with talking about the difficulties the
population is facing or the number of people you’ve helped. Indeed, it may be
absolutely essential that you explain what you’re doing, to raise your profile.

The degree of confidentiality of the information

in your possession — verbal information, In case of doubt,
documents, messages, chats, photos, videos,  assume thatinformation
recordings, personal data, etc. — how to handle is confidential.

it and the security measures applicable are covered by detailed instructions,
which your management will be able to tell you about. The ICRC has four levels
of security classification: Strictly Confidential, Confidential, Internal and Public.
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1.4 ICRC SECURITY MANAGEMENT

The ICRC’s approach to security in the field is based on three principles:
1. Security management is inextricably linked to the conduct of operations.
It is therefore decentralized to a point as close to operations as possible.
2. The ICRC tries to get its presence and its actions accepted by those
who can influence the course of a conflict or violence, and does not try
to impose them.
3. The ICRC always tries to balance its operational aims with
its responsibility to its personnel, but accepts that humanitarian
action inevitably involves an element of inherent residual risk.

See ICRC Doctrine 16 (September 2014).

Minimum security requirements

All ICRC offices in the field must draw up a set of minimum security
requirements, regardless of the specific nature of the context. These are
a set of rules such as procedures for updating security regulations, field
trip procedures, the requirement to report all security incidents, etc. In
addition to these minimum requirements, there may well be other rules,
depending on local threats. For instance, ICRC buildings in earthquake
zones must comply with earthquake regulations.

1.41 ACTIVITIES AND SECURITY -
TWO SIDES OF THE SAME COIN

The ICRC makes no distinction between conduct of operations and security
management. Why? Because without proper security management we can’t
reach people in need and help them. Field security decisions are therefore
taken by those most closely involved in a particular operation. Security isn’t
just a matter for managers and security experts;
it’s everybody’s responsibility, no matter what
their position in the organization.

Creating the safest possible
working environment

is everybody’s
You can call on your management for support, responsibility, no matter
)

but you can also consult colleagues with specific what their position
security responsibilities. If need be, you can in the organization.
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involve security experts to help you resolve specific problems. For instance,
before entering a town that has undergone heavy bombing or shelling, you’ll
need to consult a weapons specialist on how to deal with the threat from
mines, unexploded ordnance, etc. Please see Section 12.3 for details of the main
support mechanisms available to you.

1.4.2 PREVENTION IS BETTER THAN CURE

The ICRC approach is based primarily on prevention. The aims are as follows:
= Reduce risk. (a) Take precautions that will enhance respect for the ICRC
(following the Code of Conduct, obtaining security guarantees from
parties to a conflict, etc.). (b) Take practical measures (wear seatbelts,
equip buildings and vehicles with first-aid kits, have multiple means
of communication available, etc.).

- Avoid exposure to certain risks. Avoid certain routes by declaring certain
areas out of bounds, use cash-transfer systems to avoid carrying large
amounts of cash in the field, relocate or evacuate certain staff if there’s
a risk of the situation deteriorating significantly, etc.

- Mitigate the consequences of security incidents. Set up medical
evacuation procedures, create a medical/psychological support system
for staff, etc.

Contingency plans

Like most humanitarian organizations, the ICRC prepares for the
unexpected by drawing up contingency plans. This planning tool, which
will be different in every context, allows us to prepare for a variety of
exceptional situations — such as a significant deterioration in the security
situation or a major natural disaster — that would affect the normal
response mechanisms of the ICRC or other agencies. A contingency
plan lays down procedures to follow depending on the urgency of the
situation, along with the action to take in response to it.
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1.4.3 BALANCING RISK AND HUMANITARIAN EFFECT

Danger is a permanent factor in the ICRC’s operational policy, because we work
in areas where there is conflict and instability. The threats we identify will
partly determine what we do in a particular region — and how. Our approach
is to do all we can to minimize risk, while being aware that there is no such
thing as zero risk. There will always be an incompressible residual risk, which
all staff have to accept.

Before undertaking a specific action, always compare the risk
it involves with its expected benefit in humanitarian terms.

RISK HUMANITARIAN
IMPACT

HIGH HIGH

MEDIUM MEDIUM

Low Low
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The aim is always to balance the risk against the expected humanitarian benefit,
in both qualitative and quantitative terms. In other words, a given risk is only
acceptable if it’s justified by the expected benefit of the action concerned. So
you must always be asking yourself “Is the risk that I'm intending to take
justified by what I hope to achieve?” If the answer is “No”, then you should
probably cancel, postpone or suspend your activity. You should re-assess the
situation as often as necessary. Never take risks without assessing them first,
and never try to separate warring parties. In order for you to work effectively,
fighting must be suspended.”

1.4.4 SPECIFIC MEASURES

If the situation is particularly dangerous, the ICRC may take specific measures
to protect staff. For instance, it may decide on the basis of a risk assessment not [
to send a particular member of staff to an area where their profile (nationality,
ethnicity, sexual orientation, etc.) could put them at greater risk than other
colleagues (see p. 83). The ICRC may also repatriate the families of expatriates,
relocate or evacuate certain staff, or delegate implementation of certain
activities exclusively to national staff or a partner organization, if it believes
they are less in danger. This approach, known as “remote management”,
allows the ICRC to continue to operate in environments that are inaccessible to
some or all of its personnel. If, despite all the measures taken, the risk remains
too high in comparison with the expected humanitarian benefit, the ICRC may
decide to suspend its work in certain regions.

7 P. Brugger, “ICRC operational security: staff safety in armed conflict and internal
violence”, International Review of the Red Cross, No. 874, June 2009, pp. 431-445:
https://international-review.icrc.org/articles/icrc-operational-security-staff-

safety-armed-conflict-and-internal-violence.
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1.4.5 THE SEVEN PILLARS OF SECURITY

Field security management is based on seven closely-related “pillars”.
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1.Acceptance 2. Identification 3. Information 4. Security regulations
5. Personality 6. Telecommunications 7. Protective measures

The “Seven Pillars of Security” have also been adopted by the other components
of the Movement.

1. Acceptance

The ICRC’s presence and our ability to operate are largely based on acceptance,
which means working with the consent of authorities, populations, armed
groups and all sides, rather than imposing ourselves. To avoid the risks
associated with misunderstandings or rejection, we aim to get ourselves
accepted by the parties to a conflict. That means trying to talk to every entity
that controls access to an area, and those who influence them. The aim is to
obtain their support and to ensure that as many of them as possible accept
what we’re doing (or trying to do).

We may supplement this by physical protection or dissuasion (e.g. armed
escorts) but such measures are the exception, because they present a problem
in terms of image.
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Acceptance depends on attitude

Acceptance isn’t just a matter of talking to people so we can do our work safely.

Being accepted means gaining trust through our behaviour. The ICRC has to
project a positive image of itself and its work.

This involves:
- respecting local customs and traditions
- respecting religious and social taboos
- cultivating respectful, courteous relations not only with the authorities,
communities and their representatives, but also with our neighbours
explaining the reasons for each of our activities.

And it’s just as important that we make the effort to understand how the
population and the authorities see the ICRC.

The political, military and social environments may harbour threats, but they
can also be a source of support as regards security. We need to take advantage
of this. For instance, your neighbours may warn you of threats to your safety,
or that soldier at the check point you say hello to every morning may tell
you about an imminent problem. Having an extensive network of contacts and
support can make a big difference not only when it comes to carrying out your
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activities, but also if the situation begins to deteriorate. In principle, the ICRC
doesn’t protect itself; it’s protected by those who support it or understand
the value of what it does. Relationships built up over the years become a solid
security network.

You have no means of forcing people to let you do your job. Your most effective
tools for earning the trust of influencers and communities are your credibility,
your ability to explain who you are and what you’re doing,
and the way you negotiate and generally behave, day by day.

Is this an infallible strategy?

We have to ensure that all who can influence the course of the conflict accept
the ICRC. However, direct access to some individuals or groups will be difficult
or impossible, despite our best efforts. Furthermore, it can be difficult to
work out whether we’re accepted, tolerated or rejected, because the number
of groups is increasing, many of them are just criminal gangs and many
have international influence. And humanitarian action is always going to be
a source of tension — the aid we give isn’t what people wanted, they think
we’re favouring the other side, they’re suspicious about our intentions, etc.
All perfectly natural reactions and we just have to live with them, especially
in countries at war.

The aim is acceptance, but in real-life field
Getting the ICRC situations the lines between acceptance,

and its operations accepted  tolerance and rejection by parties to a
requires continuous effort from  .onflict are often blurred. And then there are

all of us, and we should never those situations where it just isn’t possible

imagine the job’s done. . . .
g J to reconcile the interests of the parties and

those of the ICRC, as we have learned from some of the serious security
incidents of recent years. In other words, we may be attacked not in error,
or because of a misunderstanding regarding the way we work, but because
someone categorically rejects our humanitarian action.

So please don’t ever imagine that acceptance is some kind of magic power. You
must be aware that it has limits, otherwise you could run into drastic security
problems.
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What do politicians and armed groups mean by “acceptance”?

Some entities — especially armed groups — have developed strategies aimed at
winning the “hearts and minds” of a population during a military occupation,
or a military operation to put down an insurrection. At first sight, their
actions may appear similar to the “acceptance” strategies of humanitarian
organizations. In fact, they’re very different. “Winning hearts and minds” is
merely a tactic, intended to protect a military force or legitimize stabilization
measures. It has nothing in common with a strategy that has the purely
humanitarian aim of accessing communities affected by conflict or violence
in order to help them.

2. Identification

The ICRC endeavours to identify itself unambiguously and to distinguish itself
from other organizations — including other Movement components — by using
its own logo. We use it in most operational contexts to identify ourselves,
our means of transport and our buildings. To
It can be difficult for prevent unintentional attacks by a party to a
an outsider to distinguish one  conflict, we may for instance display the logo
humanitarian organization — or one of the emblems on the roof of a building
from another. Explaining what  we’re using. We also send our GPS coordinates
youdo inconcrete terms can  to the parties, so they can take the necessary
prevent confusion and can  precautions. If there’s a need for additional
show how we Qiff?rfrom other visibility, we fly an ICRC flag on our vehicles
organizations. and staff wear tabards bearing the logo. We
can take other measures if necessary, such as notifying our movements to the

entities concerned and publicizing the ICRC and our work.

Sometimes, however, discretion is the best policy. We may decide to make
ourselves less visible (e.g. to not display a red cross, or to use unmarked
vehicles) if local conditions and the security situation so require. This may
be the case if crime is a major problem or if a red cross or crescent disturbs
cultural/religious sensitivities and is likely to provoke a violent reaction.

3. Information

To improve our understanding of the context, we must seek out reliable
information regarding changes in the operational context and pass them on
to our colleagues (changes in the political situation at the local, national or
international level; potential reactions to diplomatic negotiations; changes
in the military situation; tension between communities, etc.). This makes
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it possible to identify threats, together with factors that could hint at a
deterioration in security conditions. Achieving this requires the free flow of
information at all levels, between all concerned, including between the field
and Geneva.

To help keep everyone safe, we should be continuously collecting security
information and passing it on to our colleagues, while respecting
the notions of discretion and confidentiality as the situation requires.

4. Security regulations

In addition to the general security directives, each ICRC office will have its own

rules concerning security procedures and behaviour, including what to do in

case of an incident. These regulations reflect the specific situation and threats
il in a given context and are based on a collective analysis of the context. They

are confidential and are updated as necessary.

It’s the responsibility of the person in charge
Security regulations of a given office to update the regulations when
are compiled in the interests  required, and to make sure everyone obeys
of all = not to make your life  them Every member of staff is required to know
difficult! and obey them. If they don’t, they are liable to
administrative sanctions. Furthermore, staff from a region other than that to
which they are assigned must also obey these rules, even when they are off
duty.

5. Personal conduct
The security of the group depends on the
attitude and reactions of every member. Looking after yourself
Security is closely linked to the personalities @19 gtherS helps create a good
and resilience of individual staff. Soft skills Work'zr'zg atmosphere anq te'am
(knowing how to relate to people and the spirit. Both are essential if
" . we are to meet the challenges
personal qualities a person possesses) are just o )
) . of humanitarian action.
as important as know-how. It’s important to
have a well-developed sense of responsibility towards oneself and others,
to listen, to show solidarity and be willing to help. These are all essential
characteristics for any humanitarian worker, and maintaining a healthy
¥ lifestyle, managing stress and knowing one’s limits will help everyone.
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6. Communication
To stay safe, you must have multiple, reliable and efficient means of
available, and you must know how to use them. you’ll need
reliable communications for such things
as notifying the authorities, exchanging
information on road conditions, telling
means of communication, both people where you are, reporting a
so that you can communicate deterioration in the situation, reporting a
under all conditions and to protect Problem or obtaining advice from a medical

confidential information. specialist in case of a security incident.

You must know the advantages
and limitations of all available

7. Protection

In this context, “protection” means physical measures intended to enhance
your security and that of the ICRC’s buildings, infrastructure and operations.
The status of the ICRC most definitely does not protect us against crime or
indiscriminate attack.

Some protective measures are obligatory regardless of the context, such as fire
alarms or the use of adhesive plastic film on the inside of windows, to reduce

glass splinters in the event of an explosion. Others depend on the threats in a

given region. Measures to prevent intrusion at sites we use may include walls,
barbed wire, bars on windows and doors, reinforced doors, etc. If necessary,

we may use guards, or install movement detectors and alarms. In certain areas,

the security situation may require us to equip our buildings with safe areas to [ 0. 209 |
use in case of artillery fire or aerial bombardment, or perhaps to build blast

walls using sandbags.

But you must remember that no physical protection
measures can fully guarantee your safety. Furthermore, No physical
excessive or superfluous security measures might protection measures
detract from our efforts to promote an image of an ~ canfully guarantee
open, transparent organization. What are they trying your safety.

to hide? Do they have lots of valuables? The more we build bunkers around
ourselves, the more we distance ourselves from the people and communities
for whom we work.
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1.4.6 ARMED PERSONNEL, ARMOURED VEHICLES
AND PERSONAL PASSIVE PROTECTION EQUIPMENT

Armed personnel

Humanitarian organizations sometimes use armed personnel, either to escort
their convoys or to guard their infrastructure (offices, warehouses, residences,
etc.). They may use the services of private security companies, members of the
armed forces or armed groups. A peacekeeping force may escort them as they
move about the field. Using armed personnel raises a number of questions
regarding the image it projects and the risks involved.

- The image projected may be a source of confusion, as it can be difficult
for belligerents and the general public to distinguish combatants
from non-combatants. Furthermore, private companies also recruit
ex-combatants and former members of the security or police forces.

» A humanitarian convoy accompanied by armed personnel may be
confused with a party to the conflict, and be attacked deliberately.

» Armed personnel owe their loyalty primarily to their employer, and not
to the organization they’re supposed to be protecting. They’re the ones
who’ll decide whether to use force, regardless of any instructions
the organization may have issued.

In principle, personnel guarding ICRC offices and residence are not armed.
We also avoid operating under the protection of armed personnel. Our view
is that while armed personnel could facilitate the passage of a convoy in the
short term, there is the medium-term risk of harming our image, reducing
acceptance of the ICRC and undermining the principles on which our action is
based, especially those of neutrality and independence. Using an armed escort
could give a false sense of security and could also pose a risk in itself, for
the reasons mentioned above. It’s also harmful to the image of humanitarian
agencies as a whole, who are often lumped together in the eyes of outsiders.

However, if the threat is so acute that there is no other way of meeting the
urgent needs of a large number of people, the ICRC may use armed personnel
to protect its convoys or buildings. This requires prior authorization from the
highest levels of the organization.
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Armoured vehicles

Armoured vehicles give protection against certain weapons, but not all. They
can give you some protection against small-arms fire, blast, shrapnel, anti-
personnel mines and improvised explosive devices. However, they don’t give

sufficient protection against larger-calibre bullets, missiles, artillery, mortar
fire or blast and fragments from anti-tank mines or bombs, unless they’ve
been specifically designed to resist such weapons. The heavier a vehicle is,
the more protection it affords. But heavier vehicles are less manoeuvrable.
Their considerable weight makes armoured vehicles difficult to drive and
requires proper training. An untrained person driving an armoured vehicle is
more likely to have an accident. Furthermore, its windows can’t be opened
fully — if at all. This may force the occupants to get out of the vehicle, e.g. at
a checkpoint, exposing them to additional danger. An armoured vehicle tends
to isolate its occupants from their environment, making them less sensitive
to it and distancing them from the population. Finally, armoured vehicles are
high-value items, making them very attractive to criminals.

For all these reasons, the sense of security that such vehicles give is often a
false one. The ICRC therefore only uses armoured vehicles under exceptional
circumstances. As for armed personnel, use of armoured vehicles requires
prior authorization from the highest levels of the organization.
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Personal protective equipment

For the same reasons, the ICRC doesn’t generally use personal protective
equipment such as helmets and bullet-proof jackets. If fighting is heavy, it’s
better to postpone an operation until things calm down. In extreme cases, it
may be necessary to temporarily avoid an area altogether. Here again, it’s a
matter of balancing the expected humanitarian impact against the risk you’re
proposing to take in attempting to help people in need.

1.4.7 THE DIFFERENT ROLES AND RESPONSIBILITIES

Managing and reducing security risks is the responsibility of everyone, at all
levels, from senior management to field staff. However, the exact roles and
responsibilities as regards security differ according to the type of job you’re
doing, and at what level.

For instance, the responsibilities of a manager or are not
the same as those of the people they’re supervising. They can delegate certain
security-related tasks to others, but they remain responsible for ensuring that
those staff carry them out correctly. In other words, managers and team leaders
are responsible for supervising, monitoring and verifying the execution of the
tasks they have delegated, and must ensure that their subordinates can take
informed decisions regarding the risks they face, e.g. by updating them on the
security situation as often as necessary. They must also follow-up on security
issues and pass on any security-related problems to their management.

Who do I talk to about security?

At the ICRC, your management are your first point of contact regarding
security. In addition, various mechanisms are available through which
you can report any problems in this area, and from which you can obtain
the support you need to do your job safely.

1.4.8 SECURITY: EVERYONE’S BUSINESS

If just one member of a group is unaware of the importance of security, the
whole group risks paying the price. Managing your security helps not just you
and your colleagues, but also the ICRC’s operations. It’s not just a duty, it’s a
state of mind. You must make security a priority, and part of your planning.
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Whatever your job, it’s your duty to contribute to contextual analysis, risk
assessment and the implementation of risk-reduction measures. Get informed,
and report security problems and incidents to your management, so the
appropriate measures can be taken. If no-one is holding regular security briefings,
demand that they take place, so you can take decisions on the basis of complete
information. It’s the ICRC’s duty to brief you as thoroughly as it can on the
security situation in the area where you’re working. The organization is required
to brief you honestly about the threats you face, so you can act accordingly. How
often security briefings should take place depends on the intensity of the context.

To be able to think ahead, and react
appropriately to threats, you need to take  [t’s everybody’s duty to help
the initiative as regards training. Make sure build asafer environment for all.
you take up any training the ICRC offers  Youdreresponsible for what
that would be relevant to your job. Take you do, on and off duty.
advantage of your colleagues’ and partners’ experience, discuss security issues
and talk to your management about any concerns you may have.

There’s no such thing as “zero risk”, but experience has shown that you can
reduce it to an acceptable level. You can reduce your vulnerability considerably,
by the way you live out the ICRC’s values, by the way you behave and quite
simply by applying the Code of Conduct.

1.5 THE LEGAL FRAMEWORK

The nature of your work means you’ll face various threats, especially if you’re
operating in a particularly dangerous area or conducting sensitive activities
such as talking to armed groups labelled as “terrorists”. These threats are an
unavoidable part of your job.

They include:
- threats to your freedom and your physical or mental well-being
(e.g. military or criminal attacks, arrest or detention, ill-treatment)
- financial risks (e.g. fines or civil financial obligations)
- professional problems (e.g. being excluded from a profession)
- administrative problems (e.g. being refused a visa or having
your citizenship withdrawn).
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There are certain legal provisions that reduce these risks and give you some
protection. The next section gives a brief overview of the most important areas
of the law in this respect.

1.5.1 INTERNATIONAL HUMANITARIAN LAW

International humanitarian law (IHL) is a set of rules intended to prevent
or reduce suffering during armed conflict. It’s sometimes called the law of
armed conflict (LoAC) or the law of war. The main IHL treaties are the Geneva
Conventions of 1949 and their additional Protocols. IHL lies at the heart of the
ICRC’s mandate. It limits the means and methods of warfare and stipulates
that people who aren’t participating directly in hostilities (or who are no
longer doing so, such as wounded combatants or prisoners) must be protected,
and treated humanely. IHL applies to armed conflicts, both international and
non-international. It is binding on states and on non-state armed groups.

Its main provisions include:

- rules governing the conduct of hostilities, aimed at preventing
or minimizing civilian deaths and damage to civilian property

- the obligation to respect and protect humanitarian personnel and goods,?
and to authorize and facilitate the passage of humanitarian aid
for civilians in need

- the obligation to respect and protect medical personnel, installations,
means of transport and goods, and to respect medical work (e.g. it’s
illegal to punish health personnel for having provide care impartially)

- the prohibition of arbitrary detention (detention for other than
permissible reasons, or detention not in accordance with applicable
procedures), hostage-taking and forced disappearance

- fundamental guarantees applicable to any person in the power
of a party to a conflict, such as the prohibition of ill-treatment
and the right to a fair trial

- the prohibition of certain means of warfare such as biological
and chemical weapons, and restrictions on the use of others,
such as anti-personnel mines, incendiary weapons and booby traps.

8 J-M Henckaerts and L. Doswald-Beck, Customary International Humanitarian Law,
Volume I: Rules, ICRC, Geneva, 2006, Rules 31 and 32: https://ihl-databases.icrc.org/

customary-ihl/eng/docs/home.



https://ihl-databases.icrc.org/customary-ihl/eng/docs/home
https://ihl-databases.icrc.org/customary-ihl/eng/docs/home
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IHL will protect you to some extent, and can reduce certain risks, but we
have to be realistic: not everyone obeys it as they should — far from it. Take
humanitarian access, for instance. This is governed by IHL, and the parties to
a conflict aren’t allowed to restrict it. Despite this, they sometimes explicitly
refuse to allow the ICRC to enter all or part of an area. On other occasions, this
refusal may be implicit, when they create legal, administrative or security-
related obstacles.

1.5.2 INTERNATIONAL HUMAN RIGHTS LAW

International human rights law (IHRL) is a set of rules designed to protect
individuals against the abusive or arbitrary exercise of power by state
authorities. Unlike THL, IHRL also applies in the absence of armed conflict.

The IHRL provisions relevant to you as a humanitarian worker include the
following:

- the right to life, which prohibits the arbitrary taking of life and requires
states to take the necessary measures to protect the lives of people
under their jurisdiction

- the right to liberty and security of person, which includes
the prohibition of arbitrary detention and arrest, forced disappearance
and hostage-taking

- the prohibition of torture and of cruel, inhuman or degrading treatment
or punishment

- judicial guarantees, including the right of access to justice and the right
to appeal against any decision.

As with IHL, even though IHRL does give you some protection, states don’t
always obey it.

1.5.3 PRIVILEGES AND IMMUNITIES

Tools for limiting risks related to your work

In many countries, the ICRC has concluded headquarters agreements® — or
laws have been passed — which give the organization privileges and immunities
that constitute exemptions from certain domestic laws.

9 Headquarters agreements are bilateral agreements between the ICRC and the
governments of countries in which it intends to be present. Their purpose is to
facilitate our work in those countries.
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The purpose of these privileges and immunities is to allow you to do your
job with as little risk as possible. They exempt you from certain obligations
contained in domestic legislation that could form obstacles to carrying
out certain activities that form part of our mandate. For instance: national
legislation may prohibit dialogue with armed groups that the authorities
consider illegal (dubbing them “terrorists”, “illegal armed opposition”,
etc.), whereas the privileges and immunities accorded to the ICRC under a
headquarters agreement mean that this prohibition doesn’t apply to you.

In principle, you enjoy:

- immunity from jurisdiction regarding all criminal or administrative
proceedings, including testimonial immunity (i.e. you’re not required
to give evidence) and immunity from arrest and detention

- freedom of movement, allowing you to enter a territory, move around
within it and leave it

- exemption from restrictions, taxes and formalities with regard
to immigration (in the case of expatriate personnel).

Immunity from jurisdiction is not granted on a personal basis; it simply allows
ICRC personnel to do their job. The extent of that immunity depends on the
protection that the state in question has granted to the ICRC.

The inviolability of ICRC premises, property (including vehicles, laptops, etc.),
documents and correspondence also contribute to your security.

The privilege of non-disclosure of confidential information

The ICRC enjoys a very specific privilege: that of non-disclosure of confidential
information. This privilege, which has been recognized by international courts
and tribunals, and is anchored in customary international law (the set of rules
based on “general practice accepted as law” and which exists alongside treaty-
based law) means that authorities are not allowed to divulge confidential ICRC
information, nor to use it in judicial or administrative procedures. For example,
the authorities cannot use the information in an ICRC report as evidence for
the prosecution or defence in the case of someone accused of war crimes. This
also means that no-one can oblige you to testify in such cases. However, the
privilege of non-disclosure is not recognized in the same manner in all
countries.



KNOW YOUR WORKING ENVIRONMENT 47

Protecting confidential information in this way
is an essential part of maintaining a constructive
dialogue with the authorities and the parties
to a conflict, facilitating humanitarian access
and enhancing your security and that of those
whom you’re trying to help.® As we said earlier, communities and others could
be suspicious of you or the ICRC. They may fear that the information you have
access to as part of your work could be used against them and might therefore
prevent you from carrying out your humanitarian activities.

The authorities are not
allowed to use confidential
ICRC information in judicial

or administrative procedures.

1.5.4 DOMESTIC LAW

You must obey the laws of the country where you’re working, unless the
privileges and immunities mentioned above apply. So if you commit an
offence, and the offence is not directly related to
your work (e.g. breaking the speed limit, using Working for an international
drugs, assault, sexual violence, etc.) you will face humanitarian organization

the corresponding penal sanctions. doesn’t exempt you from
the laws of the country
where you’re working.

At the same time, domestic law may help you
and even give you additional legal protection. In some cases, domestic human
rights law may go beyond the provisions of international law, setting higher
standards or interpreting international norms more broadly.

1.5.5 OTHER LEGAL FRAMEWORKS

Finally, there are other legal frameworks that may provide additional legal
protection, in particular:
- legal instruments governing diplomatic and consular protection
- international instruments regarding the fight against terrorism
that include exemptions for humanitarian activity
- the resolutions of the UN Security Council and General Assembly
and of other international organizations concerning humanitarian access
and the security of humanitarian personnel

10 For further information on the ICRC’s privilege of non-disclosure, see
ICRC, “Memorandum: The ICRC’s privilege of non-disclosure of confidential
information”, International Review of the Red Cross (IRRC), No. 897/898, 2016,
PP.- 433—444: https://international-review.icrc.org/articles/memorandum-

icres-privilege-non-disclosure-confidential -information.



http://international-review.icrc.org/articles/memorandum-icrcs-privilege-non-disclosure-confidential-information
http://international-review.icrc.org/articles/memorandum-icrcs-privilege-non-disclosure-confidential-information
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- agreements between parties to a conflict providing for such things
as the creation of a humanitarian corridor or a ceasefire to allow
humanitarian activity

- operational agreements, memoranda of understanding and similar
agreements that the ICRC negotiates with the authorities or the parties
to a conflict, to obtain access to a specific area or undertake specific
activities.

The legal protection you enjoy and how it’s implemented
will vary from one country to another, and will depend on whether
you’re a national or international employee. Ask your management
what protection applies to you.

1.6 WORKING WITH OTHER HUMANITARIANS

There are more humanitarian entities than there used to be, and their aims and
ways of working vary widely. It’s rare for the ICRC to be the only humanitarian
organization in a region. Many others may be present, especially during major
natural disasters or other humanitarian crises that have hit the headlines. This
can be an asset when it comes to meeting diverse needs on a large scale. It can
also be problematic as concerns coordination, image and perception.

1.6.1 PERCEPTION AND COORDINATION

Those involved in the violence — and the general population — often have
trouble distinguishing between the humanitarian organizations. And it really is
difficult for a non-specialist to distinguish between the different components
of the Movement, or between the ICRC, UNHCR and IRC. Many emblems are
similar, different organizations use identical vehicles and their fields of activity
overlap. Agencies with private-sector, religious or military backgrounds also
form part of the aid sector. The diversity of collaborations and partnerships
contributes further to the confusion, e.g. UN agencies carrying out joint
operations with armed forces that are parties to the conflict.
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Collaboration between humanitarian organizations is common, but
coordination between them often leaves much to be desired. The disparities
between identities, visions, objectives, rules, operating principles and
affiliations can provoke major difficulties.

So to avoid confusion, and to make sure others don’t lump you and the ICRC
together with other humanitarian workers and organizations:
- make sure you understand how the ICRC’s mandate, principles
and ways of working differ from those of other agencies
- take the time to explain to people you meet what it is that makes
the ICRC different
- find out with which organizations the ICRC
maintains close relations The image
be careful about relations with aid agencies of other humanitarian
whose principles differ from those of the ICRC agencies can ?ff ect
and the Movement, e.g. those that propagate your security.
politics or religion
listen carefully to what people are saying about the ICRC and talk
to local people to find out how we’re perceived
- be aware of any reputational problems regarding the “humanitarian
community” and tell your management about it.

1.6.2 THE MOVEMENT: A KEY PARTNER

In the interests of complementarity and efficiency, the ICRC sometimes
coordinates its operational response with other local, national or international
humanitarian agencies, and works in partnership with some of these. We
sometimes delegate certain activities to specialists in the fields of health,
water and sanitation, agriculture, etc.

The ICRC also works closely with the other components of the Movement,
including the Red Cross or Red Crescent Society of the country." Because of its
role as an auxiliary of the authorities, the National Society is generally seen as
being directly affiliated to the government. At the same time, its proximity to
the public and its in-depth knowledge of local culture and context often make
it a valuable asset to our security. NS personnel or volunteers may be part of

11 The ICRC doesn’t have a monopoly on partnerships with the National Societies; they
also work with humanitarian agencies outside the Movement, including UN agencies.
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your team when you’re carrying out activities of interest to both organizations,
such as restoring family links or assistance. Since you’ll be working together
in the field, you’ll be responsible for each other as regards security, and you’ll
need to be aware of each other’s characteristics.

Other Movement components may be operating where you are (i.e. the
Federation or a National Society from another country) and you may be
EE working closely with them.

1.6.3 SHARING SECURITY INFORMATION

If there’s one area in which the ICRC wishes to give its direct partners the

benefit of its know-how and take advantage of their experience, it’s that of
security. Especially if the partner is a member of the Movement. It’s also logical
to pass on to other humanitarian agencies any information about threats that
could affect them. However, when exchanging security
information with other humanitarian agencies, we have your management
to follow strict rules regarding information-sharing. what information
This is truer than ever today, as media coverage has can/cannot be
become instantaneous. So be careful, especially if the shared, by whom
information is sensitive, confidential or personal. and with whom.
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When a security incident affecting the ICRC occurs, it will be up to management
to decide what information can be released outside the organization. The
interests of the victim and their family/friends will partly influence such
decisions.

Assume that all security-related information is confidential.

1.7 KNOW YOUR WORKING ENVIRONMENT:
SIX QUESTIONS TO ASK YOURSELF

What are the main risks to which I expose myself in joining the ICRC?
Am I aware that humanitarian work involves an incompressible risk?
What are my role and responsibilities regarding security?

Would I be able to explain the Fundamental Principles of the Movement?
How does confidentiality help keep me safe?

How can the Red Cross or Red Crescent Society of the country

where I work contribute to my security?

SV MW N R

Further reading
ICRC, Discover the ICRC, Geneva, 2018: https://shop.icrc.org/discover-the-icrc-pdf-en.



https://shop.icrc.org/discover-the-icrc-pdf-en
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2. BE PREPARED!

Because of the ICRC’s mandate and its aim of getting as close as possible to the
people it serves, you’re going to be facing situations you might not be familiar
with. Working in countries that are unstable and exposed to violence means
witnessing serious injustices and violations, and being in continuous contact
with suffering. In most places, a lack of security will be part of everyday life.

Your ability to anticipate and overcome the difficulties that await you will
largely depend on how well-prepared you are — physically, mentally and
administratively. The preparation process also involves your family and
friends, especially any family members who will be accompanying you officially
in your capacity as a member of ICRC personnel. Careful preparation will be
even more important if you’re going to be working in a region with which
you’re unfamiliar or if your job is going to require you to spend long periods in
the field. Different social and cultural norms, unfamiliar weather and hygiene
conditions, different food, a lack of comfort and privacy, physically demanding
working hours and journeys, limits on your freedom of movement for reasons
of security, separation from loved ones, having to build a new social network ...
these will all require you to adapt.

What are the main points you should deal with before taking up your post?
That’s the question this chapter will at least start to answer. While most
topics are of relevance to anyone starting work for the ICRC, others are aimed
more at those who’ll be working outside their region of origin, and any family
members who’ll be accompanying them.
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2.1 KNOW WHAT YOU’RE LETTING YOURSELF
IN FOR

You’ve decided to commit yourself to humanitarian action. Such work
presupposes compassion for people affected by armed conflict or violence,
regardless of nationality, race, religion, class or political affiliation. The first

Al Fundamental Principle of the Movement is humanity: the Movement exists to
relieve human suffering. If the ICRC is to do this, and efficiently, the
organization needs you to accept postings to those places where conflict is at
its worst, be that in your country or elsewhere.

So if you’ve decided to be a humanitarian worker, be aware of what you’re
letting yourself in for — you have to accept that your working environment

A will involve a residual, incompressible risk, whatever anyone does to reduce
the dangers.

Think about what your commitment to the humanitarian cause
really means, including the security aspects.
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2.2 HOW TO START WORK WITH A CLEAR HEAD

2.2.1 GET INFORMED

Understanding the multiple aspects of your new working environment will
take time, patience and perseverance. Anything you can do to learn about the
context will help you get up to speed. This will be particularly important if you
don’t come from the region where you’ll be working. You don’t have to become
an expert in geopolitics, just to acquire the basic knowledge to get you started.
The more you find out about the context where you’re going to be working, the
more of an interest you take in its culture and traditions, the easier your daily
life will be when you arrive.
- Do some internet research, looking at sites, blogs and forums aimed
at humanitarian specialists, including the following:
- embassies (they generally have a section with recommendations
for travellers)
- organizations that specialize in conflict analysis
- human rights organizations
- public health agencies
- sites, forums and groups on social media aimed at expatriates
in your country of assignment.
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- Read literature that covers your destination country. Literature can give
historical, sociological, ethnological, cultural and religious background
you won’t find in reference works or online.

- Watch films and documentaries.

- Talk to people who know the country.

- If you haven’t already had a security briefing about your country
of assignment, insist that you get one.

Understand how the ICRC differs from other humanitarian organizations and
familiarize yourself with our work and how we operate.

2.2.2 PREPARE YOUR FAMILY

Inform them

You may be ready to face the risks inherent to your humanitarian work, but
what about your family? Sure, your job is your business, but it’s going to affect
your family whether you like it or not. You’ll need to be open with your family,
and communicate with them clearly. This will become all the more important
if you ever have a health problem or an accident, or you’re involved in a serious
security incident. Imagine how your family would feel if they heard something
had happened to you without even knowing what your job involved or which
country you were working in.

Step one is to accept the idea that something
serious could happen to you, given the dangers Ask yourself how your family
of the place where you’ll be working. Step two ~ would react if something
is to prepare yourself for such an eventuality, Pad happened toyou. What
and that includes talking to your family. If they would help them? Use Fhe
know your living and working conditions, and answers to those questions
how the ICRC handles major problems, they’ll to help you prepare tf?em

. for such an eventuality.
be better placed to support you in what you’re
doing and to react appropriately if something serious happens to you. It’s your
responsibility to decide which family member(s) should be informed in the
event of a serious incident, and what information they should receive. This
will make it easier for the ICRC to take the necessary action in the event of
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an incident (be it a security incident or simply an accident). Tell your family
about the kind of environment you’ll be living and working in, so they can
understand something of your daily life and know how the ICRC will react if
ever you’re involved in a serious incident. Answer their questions, even if they
seem silly or inappropriate. Their concerns are entirely legitimate, and it’s
completely normal for them to worry about whether they’ll be able to keep
in touch, for instance, or who will contact them if anything happens to you.

Choose a contact person
You must choose one or more contact persons whom the ICRC can contact
if ever you’re involved in a serious incident. Tell them exactly what they
should do. Give them all the instructions and information they might need if
you were unable to take decisions or, in the worst-case scenario, if you were
dead. Ideally, your family shouldn’t have to take
Taking measures now — and difficult decisions when they’re in an emotional
briefing someone you trust state. It’s far better if they can refer to wishes
on what you would want ~ You expressed in advance. Bear in mind that

done — will make things some national legislation requires you to choose
much easier for your family —a close relative as contact person — a parent,
if anything ever happens.  grand-parent, child, grand-child or spouse.

2.2.3 GET YOUR ADMIN SORTED OUT

People often forget to put their administrative affairs in order when preparing
to go on mission — bills, debts, taxes, insurance, etc. Dealing with all these
matters before each new posting will mean you won’t have to think about
them at the same time as trying to do your job, and your family won’t have to
look after them for you. This is even more important if your job will take you
to remote regions where there’s little or no internet or phone access.

Make sure you designate someone to look after your affairs if you were ever to
be the victim of a serious incident and unable to look after them yourself, or
if you were unable to communicate. Tell this person exactly what they should
do if such a situation were ever to arise. And make sure they can carry out your
instructions, by giving them copies of your keys, power of attorney concerning

12 In general, this manual uses the term incident to describe an event caused by the
deliberate action of someone else (assault, kidnapping, etc.) and accident to refer to
a non-deliberate event such as a traffic accident or the consequences of a natural
disaster. In some cases we use “incident” to cover both types of event.
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your bank accounts and passwords for your
computers, other devices and password Make sure your financial
manager and administrative affairs are
up to date, and leave precise
instructions so that someone can
look after them if ever you’re
unable to do so.

Before starting work, ask ICRC human
resources about what insurance cover you
have — accident and medical, for you and
for your family. Make sure you understand what the ICRC covers and what it
does not. Find out whether you need to take out additional insurance yourself,
such as personal liability insurance that provides international coverage.

2.2.4 “SANITIZE” YOUR ONLINE IDENTITY

Anyone who wants to find out about you will probably start by Googling your
name. They’ll discover all sorts of things — partly through photos you consider
completely innocuous — such as what you do in your free time, the causes you
support, your religious beliefs, your personal relations, your sexual orientation,
your political opinions, your social behaviour, etc. While these things may not
be problematic back home, they could be used against you and against the
ICRC elsewhere, especially in places where standards are different — and
perhaps more conservative. Not everyone shares your ideas and standards.

And if you’re ever arrested or kidnapped, the Before taking up your
detaining authority or kidnappers won’t hesitate to post, delete anything
find information about you online, to use against that could be sensitive or

you or for leverage during negotiations. contrary to local taboos.
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So take the following precautions:
- “Sanitize” all sites that contain information about you, especially social
media platforms.
- Secure your online profiles using secure passwords.
- Tidy up your phone and delete any potentially compromising material.

2.2.5 IS YOUR NATIONALITY A THREAT?

In some parts of the world, your nationality could constitute a risk. Experience [zl
has shown that in a region where a conflict is taking place or an armed
coalition is present, being a national of one of the countries participating in

that coalition can arise suspicions, compromise the ICRC’s neutral image or

put you directly in danger.

So you should ask yourself whether your nationality could be a problem in
your country of assignment, and take the necessary action if so. This is even
more important if you hold more than one nationality, especially in countries
where the ICRC believes there’s a high risk of . Holding certain
nationalities could have a negative effect on the kidnappers’ demands and
their attitude to you, and complicate negotiations. The same applies to all
family members who accompany you on your posting.
- Before every new posting, check with the ICRC that your nationality
or nationalities are acceptable in the country concerned.
- If you have more than one nationality, tell the ICRC when you join
the organization and remind the organization of this point before
each new posting.
» Some visa application forms ask for information that would indicate
that you have more than one nationality. If you need to fill in such
a form, inform the ICRC.
- Take with you only those identity documents that correspond
to the nationality under which the ICRC has employed you to work
in your country of assignment.
» Make sure you don’t have any documents with you (on your person
or in your hold luggage) that could indicate that you have another
nationality, e.g. an ID card or a membership card for the National Society
of another country.
+ Check that the visas and stamps in your passport won’t cause any
problems in your country of assignment. If there’s a risk they might,
get yourself a new passport.
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- Inform the ICRC regarding the nationalities of all family members
who will be accompanying you.

If you have more than one nationality, tell the ICRC
before accepting a new posting.

2.2.6 KEEPING YOUR FAMILY HAPPY

If your partner or family will be accompanying you, make sure you prepare
them for the challenges and conditions that await them in their new home. The
experience can be extremely enriching for them, but there will be challenges.
Apart from security and health matters, things like a new cultural environment,
a language barrier, a difficult climate, pollution, heavy traffic, a high crime
rate or a lack of green spaces can rapidly become a source of stress — for
them and for you. Each member of your family will have to adapt to the new
environment, at their own pace. The balance within your family will change,
and the well-being of your family members will directly affect your own.

Understanding the challenges your family will face

Being the “accompanying partner” is not very gratifying. And yet that person
plays a vital role in your family’s preparations, the move to the new country
and the settling-in process. It’s often the partner of the ICRC employee who
has to arrange the new family-support system (finding a doctor, arranging
childcare, etc.), at the same time as finding their own place and creating a
new social network. One of the biggest difficulties your partner may face is
that it may difficult or impossible for them to get a job in your country of
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assignment. This may be because of the type of visa they hold, the absence
of a work permit, the fact that their qualifications aren’t recognized, etc. If
they can’t get a job, their only support network will be their family. The new
environment will also bring big changes for your children. The youngest will
need a routine, an environment in which they feel safe and good health care.
Older children will have had to leave their friends behind. They’1l have to build
new friendships, integrate into a new school (and possibly a new educational
system) and pick up their extra-curricular activities again.

Prepare your family before you leave home
Your family will need as much information as possible, to reassure them, to avoid
disappointments and to help them integrate into their new environment. They
need not only to be properly briefed on the risks and the security restrictions,
but also to be looking forward to the positive aspects of going abroad, thinking
about what they’re going to be doing (working/not working, school, the
leisure activities available, etc.) and planning ahead so they can deal with any
difficulties. So listen carefully to the concerns of all your family members —
they’re entirely legitimate. It’s your responsibility to brief your family on the
challenges that await them, to give them the
information they need and to help them take The more your family
leave of people who are important to them  discusses the move to a new
and start looking forward to their new lives. country and the more they’re
involved in the preparations,
The ICRC can provide you with several useful ~ (he easier it will be for them
documents, such as lists of health facilities, to integrate.
schools, etc. It’s also worth contacting the families of expatriates already
living in your country of assignment and consulting websites, blogs and expat
forums.

Security matters

Your family needs to understand how security-related restrictions w